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Aims of Module
To enable students to design and implement simple, integrated systems, using low cost embedded hardware
and software development tools that implement common interface standards, that can process data acquired
from sensors, reacting to this data or transferring the data across the internet.

Learning Outcomes for Module
On completion of this module, students are expected to be able to:

1 Discuss the key concepts, protocols, and enabling technologies of the Internet of Things.
2 Defend the selection and use of technologies for inclusion in a simple IoT system. 
3 Demonstrate the ability to create a simple Internet of Things application.
4 Assess typical legal, ethical, and security considerations for the Internet of Things.

Indicative Module Content
Basic concepts of the Internet of Things and its enabling technologies. Students will be exposed to various
techniques and approaches to developing software for embedded, restricted and interconnected systems.
Approaches to hardware and software interfacing with sensors, displays and cloud based data collection and
visualisation. Developing sensor systems for environmental, system or behaviour monitoring. Students will also
evaluate the associated legal considerations and security measures. 

Module Delivery
Key concepts are introduced and illustrated through lectures and directed reading. The understanding of
students is tested and further enhanced through interactive laboratories, where the student will progress
through a sequence of exercises to develop sufficient knowledge and skills in Internet of Things development.



Indicative Student Workload Full Time Part Time

Contact Hours 30 N/A 
Non-Contact Hours 120 N/A 
Placement/Work-Based Learning Experience [Notional] Hours N/A N/A 
TOTAL 150 N/A 
Actual Placement hours for professional, statutory or regulatory body     

ASSESSMENT PLAN
If a major/minor model is used and box is ticked, % weightings below are indicative only.

Component 1
Type: Coursework Weighting: 100% Outcomes Assessed: 1, 2, 3, 4 
Description: A coursework including the design and implementation of an IoT system.

MODULE PERFORMANCE DESCRIPTOR
Explanatory Text
An overall minimum grade D is required to pass the module.

Module Grade Minimum Requirements to achieve Module Grade:
A The student needs to achieve an A in C1.
B The student needs to achieve a B in C1.
C The student needs to achieve a C in C1.
D The student needs to achieve a D in C1.
E The student needs to achieve an E in C1.
F The student needs to achieve an F in C1.

NS Non-submission of work by published deadline or non-attendance for examination

Module Requirements
Prerequisites for Module None.
Corequisites for module None.
Precluded Modules None.
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